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data, and processing personal data in a way which involves tracking individuals’ online or offline location 
or behaviour. 

The purpose of a DPIA is to: 

• describe the nature, scope, context and purposes of the processing; 
• assess necessity, proportionality and compliance measures; 
• identify and assess risks to individuals; and 
• identify any additional measures to mitigate those risks. 

If a DPIA is required, this must be carried out with the involvement of the University’s Data Protection 
Officer. 

To find out whether you need to conduct a DPIA, you should read the University’s Data Protection 
Impact Assessment guidance, and assess your proposed personal data processing against the DPIA 
Screening Checklist. The guidance and checklist can be found at https://www.reading.ac.uk/imps/data-
protection/data-protection-by-design. 

Please send your completed DPIA Screening Checklist to the University’s Data Protection Officer at 
imps@reading.ac.uk. The Data Protection Officer will then assist you 

https://www.reading.ac.uk/imps/data-protection/data-protection-by-design
https://www.reading.ac.uk/imps/data-protection/data-protection-by-design
mailto:imps@reading.ac.uk
https://www.reading.ac.uk/imps/information-compliance-policies
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Example 111



http://www.reading.ac.uk/reas-RDMpolicies.aspx
http://www.reading.ac.uk/reas-RDMpolicies.aspx
https://www.ukdataservice.ac.uk/deposit-data/preparing-data/confidential-data
https://www.ebi.ac.uk/ega/home


http://www.methodologyhubs.mrc.ac.uk/files/7114/3682/3831/Datasharingguidance2015.pdf
https://doi.org/10.1136/bmj.c181
https://www.ukdataservice.ac.uk/manage-data/legal-ethical/anonymisation
https://www.ukdataservice.ac.uk/manage-data/legal-ethical/anonymisation
https://www.reading.ac.uk/imps/data-protection/data-protection-and-research
https://www.reading.ac.uk/imps/data-protection/data-protection-and-research
https://www.reading.ac.uk/academic-governance-services/research-ethics
https://www.ukdataservice.ac.uk/manage-data/legal-ethical/consent-data-sharing
https://www.ukdataservice.ac.uk/manage-data/legal-ethical/consent-data-sharing
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Contacts 

Team Advises on Email Tel. 

IMPS Compliance with data protection 
law; privacy notices; encryption 
policy 

imps@reading.ac.uk 0118 378 8981 

IT Services for storage and transfer of 

mailto:imps@reading.ac.uk
mailto:it@reading.ac.uk
mailto:legalservices@reading.ac.uk
mailto:res@reading.ac.uk
mailto:researchdata@reading.ac.uk
mailto:urec@reading.ac.uk
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